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	Document Description
The confidentiality policy sets out the companies practices and procedures on the disclosure of personal information relating to service users.  This policy is there to protect the interests of our service users and to ensure that they can have trust and confidence in the company.  It also protects the company, its directors, staff and volunteers and complies with data protection law.



	

	Implementation & Quality Assurance
Implementation is immediate and this Policy shall stay in force until any alterations are formally agreed.

The Policy will be reviewed every two years by the Directors, sooner if legislation, best practice or other circumstances indicate this is necessary.  

All aspects of this Policy shall be open to review at any time. If you have any comments or suggestions on the content of this policy please contact Kiri Carter, kiri@onioncollective.co.uk or at Onion Collective CIC, Harbour Studios, Harbour Road, Watchet, Somerset, TA23 0DZ, 01984 633496.
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Confidentiality Policy
on the disclosure of personal information

relating to service users

Reasons for this Policy Statement
· To protect the interests of our service users, customers, members, clients and the community.
· To ensure all these parties have trust and confidence in the company.

· To protect the company, its directors, staff and volunteers.
· To comply with data protection law.
Its meaning
· Staff and volunteers receiving personal information about clients, customers or community members, should treat this information as confidential.
· Under no circumstances should staff and volunteers share personal information with their own partners, family or friends.
Onion Collective CIC will seek to ensure that:

· All personal information will be treated as confidential. Information will only be collected that is necessary and relevant to the work in hand. It will be stored securely, only accessible on a need to know basis to those members of staff and volunteers duly authorised.  The retention periods of personal information is covered in the retention section of the Data Protection Policy which should be read in conjunction with this policy.
· Where consent is not given for the company to record and store basic information about the service user it is unlikely that a service will be able to be provided.

· All information stored in the G-Drive and Bitrix 24 (our data storage and CRM/project management tools respectively) will be kept secure and treated as confidential.
· Paper records will be kept in a locked cabinet with restricted access.


· Any signed consent forms will be stored in the client’s paper records in a locked cabinet.

· All service users, clients, customers and community members, whose data we hold are made aware of their right of access to their records. 
· Reasonable efforts will be made to ensure the physical environment in which face to face discussions and telephone conversations take place does not compromise confidentiality.

· Service users, clients, customers and community members will be made aware of their right to complain if they feel confidentiality has been breached.

· Breaches of confidentiality will be dealt with through the company’s staff and volunteer disciplinary procedures.
Glossary

Personal Information:  By personal information we mean:

(a) The data protection definition which is any information which enables a living person to be identified (eg name, address, phone number, email address, etc.)
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